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Copyright Statement

The information in this manual is provided "as-is", which is subject to change without notice.
SEUIC offers no warranty of any kind, implied or otherwise, including without limitation, any
warranty of merchantability or fitness for a particular purpose. In no event shall SEUIC be liable
for any incidental or consequential damages of any kind, or any damages whatsoever resulting
from errors herein, or arising out of or in connection with the provision, performance or use of
this manual.

Software copyright & 2019 -2022 SEUIC Company

The proprietary information protected by copyright is present in this manual. All rights reserved.
Except as permitted by copyright law, without the prior written consent of SEUIC, any portion of
this manual may not be photocopied, republished, adapted or translated.

The copyrights of this manual and related application software are the property of SEUIC and
protected by the copyright laws of People’s Republic of China and international copyright laws.
The brand names and product names mentioned herein are the trade names, service logos,
trademarks or registered trademarks of their respective holders.

To seek for more product information and support, please contact our sales representative, or log

onto our website.

SEUIC Technologies Co., Ltd.

Add.: No. 15, Xinghuo Road, Jiangbei New Area, Nanjing City, Jiangsu Province
P.0.: 210061

Tel.: 86-25-52261298

Fax: 86-25-52268995

Enterprise website: www.SEUIC.com

Product website: www.ChinaAUTOID.com

Service hotline: 400-677-0876

Service e-mail: AUTOID@SEUIC.com
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Chapter | Operation instructions

1.1 Precautions for laser scan engine

Laser radiation! Users should not look directly at the laser beam.

1.2 Precautions for safety

>

13
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The device can only be powered by the battery and charged with the charger specified by
SEUIC; otherwise, there is a risk of liquid leakage, overheat, burst and fire of the battery.

It is forbidden to short-circuit the charger; otherwise it will cause electric shock, smoke and
damage to the charger.

Do not use the charger when the power cord is damaged; otherwise it may cause fire and
electric shock.

Do not disassemble or modify the charger; otherwise, it will cause personal injury, electric
shock, fire and damage to the charger.

Hold the charger when pulling out the plug. Pulling the power cord will damage the wire,
causing electric shock and fire.

Clean the device, battery and charger with the soft dry fabric.

Do not wipe the device with the alcohol, thinner or benzene-based solutions.

Precautions for maintenance

This product features water-proofing and dust-proofing, but the operation in extremely high
temperature, extremely low temperature or wet environment still needs to be avoided.
Refer to the temperature and humidity criteria in the product specifications.

Pressing hard on the display may cause damage to it. Do not use a resistive stylus to tap the
display in case of scratch or damage on the display. To clean the display, spray a small
amount of LCD display cleaner available on market on a soft fabric. Avoid spraying the
cleaner directly on the display.

Do not use any chemical cleaners to wipe the LCD display.

Keep the scan window clean and free of stains; do not scratch it with sharp objects.

If you do not use this product for a long time, download the data to the PC for storage.

The battery in the device will take a long time to be fully charged when it is out of use for
the first time or when it is put into use after storage.

If you find some fault, please write down the information about the occurrence and contact

the repairer.
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Chapter Il Overview

Earpiece
Front camera Indicator
———
Fig. 1
Laft scan
button
Fig. 3
) F=ajn
| ==
Scan window
Fig. 5

Auxiliary

microphone

Battery lock

MNFC sensing

section

—— Custom button

Yolume + and-

Rear camera
Camera flash

Pupil lamp

(Cplanal)

Speaker

buttons

Power
button
Right scan
button

Fingerprint

scanner

iCatianal)y

EEEEEE_ n-g::m!!ﬁ&figg

Main microphone
Type-C dust plug

Fig. 6



Seuic =4

Chapter lll Keyboard

There are a total of 7 keys on the CRUISE2 device, including 3 virtual keys on the touchpad on the

display (Back, Home and Menu) and 4 keys on the side of the device (PPT key, volume key, left

scan key, right scan key respectively) ).

Description of keys:

Table 3-1 Introduction of keys

Key

Main function

Description

O

O Home key Tap the key to return to the homepage.
D Menu key Click the D key to open the task manager.
Click the key to return to the previous interface or
exit the application.
<] Back key
In the text input interface, tap the key to close the
on-display keyboard.
- Press the “ key in standby state to put the device into
| Power key
sleep/wake up the device; press and hold the “/ key for 3
seconds in shutdown state to turn on the device
Press the upper half of the - key to increase the
Volume key
volume, and press the lower half of the = keyto
decrease the volume
I| Scan key Press the U key and the scan head starts to emit light
H PPT key Reserved key to be defined by the user

1. Screenshot shortcut: press the power + volume - key simultaneously
2. Home key, Menu key and Back key are all virtual keys
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Chapter IV Quick start

4.1 Initial operation

»  Press and hold the Power key for 3 seconds to turn on the device; when the system is
working, press the Power key, and the device will be put into the sleep mode; in the sleep
mode, press the Power key, and the system will be waken up and the display will be lit up.

4.2 Power on

»  You can turn on the device by pressing the Power key. In deep sleep mode, press the Power
key to wake up the system. If the device is powered by a battery, it must be ensured that the
battery has been contacted reliably.

4.3 Power off

>  When the device is turned on and not in sleep mode, press and hold the Power key for 2
seconds to open the option menu; select the power off option, and click the OK button to
shut it down properly.

4.4 Restart

>  When the device is turned on and not in sleep mode, press and hold the Power key for 2
seconds to open the option menu; select the restart option, and click the OK button; then
the device will be shut down and restarted properly.

4.5 Installing SIM card

> Please follow the instructions below to install the SIM card:

> Place the SIM card in the tray in the direction as shown in Fig. 4.1.

> Insert the card tray in the direction as shown in Fig. 4.2.

Fig. 4-1 Place the SIM card
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Fig. 4-2 Insert the SIM card

4.6 Installing SD card

> Please follow the instructions below to install the SD card:
> Insert the SD card into the SD card slot in the direction as shown in Fig. 4.3.
> Compatible with SD cards with a maximum memory capacity of 128GB

L WEEER W

Fig. 4-3 Place the SD card

Note: 1. The SIM card of this device is only compatible with NANO card.
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Chapter V Charging

»  As the battery power is low, which is only enough for testing when it is delivered, you must
charge it before using it upon reception.

5.1 Charging time

>  Battery: It takes about 2 hours to fully charge the battery for the first time with the adapter.
The LED indicator will be red when the battery is being charged, which will be green when
the battery is fully charged.

5.2 Charging temperature

» The best operating temperature is room temperature 18°C~25C.

»  The battery will not be charged if the temperature is lower than 0°C or higher than 55°C.

5.3 Powered by battery

» If the wireless network service or data acquisition program is enabled, the battery power
will be greatly depleted. When such functions are not in use, make sure to disable such
programs to save power.

»  Tips: If the product will be out of use for a long time, please charge the whole device at least

once every two months.

Fig. 5-1 Load the battery

6
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5.4 Precautions for batteries

>

If the battery is out of power, the device cannot be turned on immediately when the charger
is just plugged in, which is normal. Please keep charging the battery for a period of time, and
then turn it on again.

The battery can be recharged repeatedly, but it is the consumable part. If you find that the
standby time of the device is greatly reduced, please replace the battery with a new one.
Battery charging time varies with temperature conditions and battery usage; please charge
the battery within a reasonable temperature range.

When the battery power is low, the device will pop up a low power prompt. When the

battery power is too low, the device will be automatically shut down.

5.5 LED indicators

>

The LED indicator in the middle of the upper right corner of the device is used to indicate

the battery power status and charging status of the device with different colors:

<> When the USB, charging adapter or charging connector is not plugged, the red indicator
will flash to indicate that the battery power is too low. Please charge it in time;

<> When the USB, charging adapter, and charging connector are plugged, the red indicator
will be always on to indicate that the battery is being charged;

<>  When the USB, charging adapter, and charging connector are plugged, the green
indicator will be always on to indicate that the battery is fully charged.

The LED indicator in the middle of the upper right corner of the device will flash in blue (in

the form of a BLN light), indicating that there is unread information; please check it in time.

The LED indicator on left in the upper right of the device will flash in red once when the

barcode is scanned, which will not light up if the barcode is not scanned.

Note: When the system is being charged, the blue indicator will not on for prompt.
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Chapter VI Homepage

Look for this icon , Settings—Apps and Notifications—Default Apps, and tap the App on

the homepage to display the settings homepage. There are two homepages by default, which can

be set at will.

918am @ [ |
< Default home app Q
O @ Mobile Butler
® % Quickstep
@ Apps, often called launchers, that replace

the Home screens on your Android device
and give you access to the contents and
features of your device

"Chrome: Gal\ery

Fig. 6-1 Homepage (Trebuchet)

Table 6-1 Items on the homepage

@ Status bar: The notification and status icons are displayed on the status bar.

@ Display area: The application icons, desktop folders and widgets are available there.

@ Shortcut bar: Click it to enter the corresponding application.

@ Application tray: Tap or swipe up to enter the homepage to view all programs.
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6.1 Icons on status bar

The icons on status and notification bar are located in the status bar at the top of the display,

displaying status information and notifications as shown in the table below.

a
o
S

Description

Icon

Description

4

Available WLAN found

Signal intensity

WLAN connected

No SIM card inserted

Uploading data

Downloading data

.

Portable WLAN enabled

Mobile network connected

DND mode

Flight mode

Vibration mode

Scanon

Missed call

Battery being charged

New notifications

Battery fully charged

Display image captured

Low battery power

Alarm clock

BEeEEDH @

Headset plugged

Preparing microSD card

B0OERBLEDRE QR @ E

USB debugging, USB connection

Table 6-2 Status icons and notification bar icons
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Chapter VIl Settings

7.1 WLAN

Find this icon:

->Settings
->Network and Internet

->WLAN

Wi-Fi 2.4G covers a wireless network access range up to 450 feet (150m), and 5G covers up
to 300 feet (100m) of wireless network access range (Note: industrial-grade AP in open area). To
use Wi-Fi on the device, you must connect to a wireless access point or [hotspot].

Attention: The availability and coverage of Wi-Fi signals depend on the number,
infrastructure, and other objects through which the signal penetrates.

Enable Wi-Fi and connect to the WLAN

1. Tap the Wi-Fi off/on key to turn on Wi-Fi. The device will automatically scan and search
for available WLANSs.

2. Then in the WLAN list, the network name and security setting (open network or
encrypted network) of the found WLAN will be displayed.

3. Tap one of the WLANSs to connect it. When you select an open network, the device will be
automatically connected to that network. If you select an encrypted network, you have to enter

the corresponding password first before connecting to it.

10
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217pm @ M S 0 219pm @ M =
9:22am @ M

< Network and Internet & WLAN & Network details V4

S Use WLAN @
=
& Off w
seuic1_test -
A e Fox] seuic1_test
Connected
1
4 B o . e
4~ Aeroplane mode it
FORGET DISCONNEC SHARE
v 2= !
Mobile plan
w 807vpn ﬁ ' Signal strength
® Hotspot and tethering £3 Excellonit
off
¥ 0B
L Advanced o ?;i heicy
Data Saver, VPN, Private DNS W' HUAWEIAP & z
Security
3 HUAWEI-G103CL
- @ 8 WPA/WPA2/WPA3-Personal
A
¥ TP-LINK_3202 o b
Network usage, Privacy, Auto-connect, Net
W TP-LINK_A4B6 &
®  TPLINK ARRD ]
4 ® [ ] | ® ] 4 ® ]

Fig. 7-1 Wi-Fi menu
4. WALN frequency band settings (Click the WLAN preferences at the bottom of WLAN- Click
the Advanced option-Click the WLAN advanced settings- Click WLAN frequency band settings);
When only 5GHz/2.4GHz frequency band is selected, only 5GHz/2.4GHz frequency band AP can

be searched.

2:20pm @ @ -
219pm @ @ i
€ Advanced WLAN :
€ Network details z
WLAN frequency band
Automatic
v
Wifi roaming trigger seuicl_test
-65dBm =
Connected
Wifi roam delta I
5dBm il X gkl
FORGET DISCONNEC SHARE
T
WiFi PHY MODE
802.11 AUTO

Signal strength
A Excellent
WiFi DATA RATE
Data Rate AUTO
=3 Frequency

5GHz

WiFi AGC MODE

a Security
WiFi PowerSaveMode WPA/WPA2/WPA3-Personal
PowerSave

& Advanced
WLAN status Network usage, Privacy, Auto-connect, Net
WiFi SSID Filter Rules
An Filtar Canteal

< ® L] | ° [ ]

Fig. 7-2 WLAN frequency band
» Open the interface on the wireless Wi-Fi, and tap the scan option. The found WLAN will be
displayed in the WLAN list.
»  Tap another WLAN to connect to it.

11
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7.2 Mobile network

A

Find this icon:

->Settings
->Network and Internet
->Mobile network
On the SIM card interface, the preferred SIM card (including data traffic, calls, and SMS) can

be set, and the SIM function can be disabled. The main interface is shown in the figure below:

z45pm @ M 5640

¢ China Unicom V4

1 978 kB used

0B 2.00GB

2.00 GB data warning
30 days left

Mobile data

Access data using mobile .
network

Roaming

Connect 1o data services when .
roaming

App data usage
19.78 kB used B Oct - 7 Nov

Data warning & limit

VAl TE

4 ® ]

Fig. 7-8 Main interface of SIM card

12
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7.3 More

Find this icon:
->Settings
->Network and Internet

->Advanced

2:46pm @ [ = 564 @

€< Network and Internet

WLAN
off

9

A Mobile netwark
China Unicom

‘i’“ Aeroplane mode
Mobile plan

® g!fuftspot and tethering

O Data Saver
off
VPN

None

Private DNS
Automatic

Fig. 7-9 More menu
7.3.1 Flight mode
After checking the flight mode, the wireless module will be automatically disabled.
7.3.2 NFC
Enable the NFC function to allow the mobile phone to exchange data with other devices in
the proximity; as long as your device and another device compatible with NFC are near to each
other, you can synchronize the applications on your device and share them. Moreover, the

third-party NFC software can be installed for reading and writing on NFC card.

13
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2:23pm @ M R 0]

< Connection preferences

@ NFC
On
Cast

E Not connected
Printin.

[-) g

1 print service on

5 Files received via Bluetooth

« ® ]

Fig. 7-10 NFC function
7.3.3 Network sharing and portable hotspot
(1) With the portable hotspot function, this device can be used as a Wi-Fi hotspot to provide
signal access for mobile phones and PCs equipped with Wi-Fi modules in a certain range around.
(2) Settings -> Network and Internet -> Hotspot and Network Sharing -> WLAN Hotspot ->

Enable as shown in the figure:

2:48pm @ [ = 564 @

<  WLAN hotspot

off [ ]

Hotspot name
CRUISE2 56_3975

Security
WPA3-Personal

Hotspot password

AP band
2.4 GHz band

Advanced
Turn off hotspot automatically

~

Fig. 7-11 Modify WLAN hotspot

This interface can be modified by clicking on the place that needs to be modified.

14
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7.3.4 VPN

After the VPN is enabled, you need to add a VPN by yourself (for example, accessing the file
server of intranet and other shared resources on the internet); you can connect to the VPN server
of your company via the VPN client regardless of your whereabouts; after obtaining the VPN
account number, you can dial via the VPN client. After that, you can access the shared resources

of your company.

248pm @ M = 5640

< WLAN hotspot
off [ ]

Hotspot name
CRUISE2 5G_3075

Security
‘WPA3-Personal

Hotspot password

AP band
2.4 GHz band

Advanced
Turn off hotspot automatically

Fig. 7-12 VPN settings
7.3.5 Mobile network
1. Enable: After getting into the roaming environment, the data communication can be

directly switched to the roaming mode.

257pm @ M » = 56AUTEM [
& China Mobile Z
2.00 6B data warming
30 days left

Data preference
China Unicom

Calls preference
China Unicom

SMS preference
China Unicom

Mobile data
Access data using mobile @
network

Roaming
Connect 1o data services when .
roaming

Advanced
Data warning & limit, Data during calls, VoL

4 L ||

Fig. 7-13 Roaming of mobile data network

15
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2. Preferred network type: After the corresponding preferred network type is selected, the
corresponding network signal indication with G=2G preferred, 3G=3G preferred, 4G=4G preferred,
5G=5G preferred will be displayed on the task bar; if the preferred network type 2G is selected
for the Unicom card, the device will be forced to connect to the 2G network even if the area is
covered by the 3G signal. The CRUISE2 is designed with dual-card dual-standby mode, so the

primary and secondary cards can be switched through the data preference setting.

56 AL § 3:07pm @ [ = = 56 ALTE M §
& China Mobile V4
Use SIM &
O B used
0B 2.00GB
Preferred network type
2.00 GB data warning
O 56 preferred 30 days left

@® 46 preferred

Data preference

China Unicom
O 26 preferred

Calls preference

CANCEL china Unicom

SMS preference

China Unicom

Mohile data

Access data using mobile .
netiark

Rraminn

<4 L] [ ]

Fig. 7-14 Selection of network mode
3. The name of the access point is generally cmnet for China Mobile by default, 3gnet for

China Unicom by default, and ctnet for China Telecom by default as shown in the figure:

350pm @ I » = 56.ALTEM @
3:49pm @ M » == S6ATEAD pm
€<  APNs +
<  APNs +
China Unicom NET
e O 3gnet @
clnet
China Telecomm (IMS) China Unien (3GWAP) o
3gwap
IMS
China Unicom MMS
3gwap
4 ® [ ] P ® =

Fig. 7-15 Access point name (APN)

16
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4. To add a dedicated APN, click the + key to pop up the interface as shown in the figure
below, where the name (custom), APN (network access point), user name, password, etc. can be
generally added; press the Menu key to select the save option and complete the addition; press
the Menu key to select the cancel option or press the Back key to go back directly without saving.
To modify or delete the added APN, click the enter button to modify it and press the Menu key to
save or delete it.

Note: When adding APN, users can make corresponding settings for of other options based
on their own requirements for access point.

5. Network operator: Search for network operator resources in the current environment.
7.3.6 Resetting network

This function can be used to reset some settings of Wi-Fi, mobile network on the device.
Click the [Reset settings] key to redirect to the whether to reset the network settings interface,
and click the [Reset settings] key; there will be a prompt that the reset is successful as shown in

the figure below:

3:52pm @ @@ » == SGATEA B 3:53pm G [ » = 56.ATC 4§
< Reset WLAN, mobile & Blue... <  Reset?
This will reset all network settings, Reset all network settings? You
including: can't undo this action
-WLAN
+Mobile data
China Unicom =

Fig. 7-16 Resetting network
Note: 1. The device is connected to wifi. After resetting the network, the device will clear the AP
password and get disconnected;
2. Enable the enhanced 4G LTE mode in the mobile data network. After resetting the network,

the the enhanced 4G LTE mode will be enabled on the device by default;

17
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7.4 Display

Find this icon:
->Settings
->Display
1. Brightness: You can move the cursor bar left and right to adjust the brightness of the

backlight.

356pm @ 1 @ ~ - » BATEM B
S —_—

Brightness level
70%

Dark theme
Off/Will never turn on
automatically

Night Light
Off/Will never turn on automatically

Adaptive brightness
off

Wallpaper
Advanced
~
Screen timeout, Auto-rotate screen, Font si,
4 ® [}

Fig. 7-17 Display
2. Wallpaper: After booting, you can modify the source of the wallpaper at will, such as the
pictures and wallpapers in the image library, album or memory card; the system comes with

images by default.

410pm @ T @ = - GATEM @

& Choose wallpaper from

W Gallery
! Live wallpapers

n Wallpapers

18
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Fig. 7-18 Wallpaper
3. Automatic rotation of the display: The content can be displayed in the direction set; when
the device is rotated, the content will be displayed in horizontal and vertical display based on the

rotation angle.
413pm @ T [ = - GALTEM fi
< Display

Brightness level
70%

Dark theme
Off/Will never turn on
automatically

Night Light

Off/Will never turn on automatically

Adaptive brightness
off

Wallpaper

Screen timeout
Afl e

e TTE O Nachvity

Auto-rotate screen

Font size
Default

Display size

<4 ® | |
Fig. 7-19 Automatic rotations of the display
4. Sleep over a long time without operation: The system sleep time can be set. After the set

time expires, the system will automatically sleep.

416pm @ T [ = -

Screen timeout

15 seconds
30 seconds
1 minute

2 minutes
5 minutes
10 minutes

30 minutes

(®;
O
®
&
D)
@]
@)
@)

Never

CANCEL

Fig. 7-20 Sleep
5. Font size: The system font size can be adjusted according to your needs, which has the

small, default, large and maximum size.
19
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420pm @ T M » - CATEMA

< Font size

Sample text

The Wonderful Wizard of Oz
Chapter 11: The Wonderful Emerald City of
0z

Even with eyes protected by the green spectacles
Dorothy and her friends were at first dazzled by
the brilliancy of the wonderful City. The streets
were lined with beautiful houses all built of green
marble and studded everywhere with sparkling
emeralds. They walked over a pavement of the
same green marble, and where the blocks were
joined together were rows of emeralds, set closely,
and glittering in the brightness of the sun, The
window panes were of green glass; even the sky
above the City had a green tint, and the rays of the
sun were green.

There were many people, men, women and
children, walking about, and these were all
dressed in green clothes and had greenish skins

Preview

Default

A —e - - A

Make the text on screen smaller or larger.

4 ® |

Fig. 7-21 Font

7.5 Notification

Find this icon:
->Settings
->Apps and notifications
There are notification message settings for the applications, including notifications, default
applications, application permissions, and special application permissions as shown in the figure
below:

423pm @ 1M~ - CAlTEd

< Apps and notifications

Recently opened apps

File Man.. Music App Sto..
101 min a. 102 min a. 110 mina.
SEE ALL 27 APPS

Conversations
No priority conversations

Notifications
Notification history, bubbles, recently sent

Default apps
Chrome, Phone and Me:

Permission
Control app

nager
s 1o your data

Wireless emergency alerts

4 ® ]
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Fig. 7-22 Notification

7.6 Vice

)

Find this icon:

->Settings
->Voice
There are settings for volume, ringtone and default notification tone; you can also enable,
disable, select or cancel vibration when ringing, voice for dial and keyboard operation, prompt
voice for touch screen, charging, lock display and vibration for touch as shown in the figure

below:
424pm @ T [ w - GALTEM i

< Sound

Phone ringtone
Flutey Phone

Default notification sound
Pixie Dust

Default alarm sound
Cesium

OTHER SOUNDS AND VIBRATIONS
Dial pad tones
Screen locking sound

Charging sounds and
vibration

Touch sounds

Tough vibration

Haptic feedback for tap,
keyboard and mare

4 ® |

Fig. 7-23 Voice

7.7 Application

Find this icon:
->Settings
->Apps and notifications
To manage the applications, in the interface, click the application you want to uninstall; you
will go to the following application information interface; click the uninstall button, and then you

can remove the application from the device.
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428pm @ * M % - WG ATE L]

< Appinfo
NetEase Music

5] o A

OPEN UNINSTALL FORCE STOP

Notifications
~0 notifications per week

Permissions
No permissions granted

Storage and cache
245 MB used in internal storage

Mobile data and WLAN
No data used

Advanced
Battery, Browser app, Advanced, Store

4 @ ]

Fig. 7-24 Application

7.8 Storage

Find this icon:
->Settings
->Storage
To check the available storage space, you can clear the memory card (format the internal

memory) and select the option to scan the external memory card or external USB device.

430pm @ T @ ¥ - WM SGLLTEM [

< Storage

14.49 ce
Used of 64 GB 23%\

used
MANAGE
STORAGE
= Storage manager
Photos and videos 0.00GB
[
Music & audio 012GB
d
Other apps 043GB
Files 0.11GB
O
[ System 14GB
4 ® |
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Fig. 7-25 Storage

7.9 Battery

B

Find this icon:
->Settings
->Battery
You can check the current power of the battery, open and close the status bar to see

whether the power is displayed.

430pm @ 1 @ < - WG AUEM [

<  Battery

60
2 hrs, 14 mins left until
charged

Apps are running normally
B Phane has typical background battery
usage

Battery Saver
Off

Battery Manager
On/detecting when apps drain battery

Battery percentage
Show battery percentage in
status bar

Last full charge 43 minutes ago

Screen usage since full

4 ® ]

2 mins

Fig. 7-26 Battery
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7.10 Location information

Find this icon:
->Settings
->Location information

To obtain the location where the device is used, enable the GPS positioning function and you

can download third-party positioning software.

431pm @ 1 @ < - MG ATEM [

< Location

Use location &

REGENT LOCATION REQUESTS
@ Chrome

> Seeall

App access to location
1 of 5 apps has access to location

WLAN and Bluetooth scanning
Both WLAN and Bluetoath scanning are off

< ® =
Fig. 7-27 Permission for location information
7.11 Security

Find this icon:
->Settings
->Security
You can set the display lock, fingerprint, device management application, password for
installing application of unknown source, SIM card lock, encryption and credentials, fixed

applications, etc.
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432pm @ T M < - WS ATEM
& Security
SECURITY STATUS
DEVICE SECURITY
Screen lock @
Swipe
Fingerprint

Device admin apps
No active apps

Unkonwn sources app install enable
password setting

SIM card lock

Encrypticon and credentials
Encrypted

Fig. 7-28 Security

7.12 Account

Find this icon:
->Settings
->Account
The account and synchronize information can be created(you can synchronize contact
information, calendar, etc., to the cloud of other products after setting an account and server
side).

7.13 Language and input method

Find this icon: @
->Settings
->System
->Language and input method
With the language selection, text input and automatic error correction options, you can
select your favorite keyboard and input method, and set text-to-voice output and pointer speed.

If other input methods are installed, they will be displayed on this interface.
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433pm @ 1 @ < - WG AUEL [

< Languages and input

Languages
-).’A English (United Kingdom) and Chinese
{China)

KEYEOARDS

On-screen keyboard
Gustom and Android Keyboard (ADSP)

Physical keyboard
Not connected

Advanced
Tools, Pointer speed

« ® |
Fig. 7-29 Language and input method

7.14 Backup and reset

.{D

Find this icon:
->Settings
->System
->Advanced
->Backup and reset

The data can be backed up or restored; the factory settings can be restored.
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433pm @ T M ¥ - s SC AUTEM i

0]

Delete all data (factory reset)

This will erase all data from your phane's
internal storage, including:

-Your Google Account

- System and app data and settings
- Downloaded apps

- Music

- Photos

- Other user data

Erase all data

4 ® |

Fig. 7-30 Restore factory settings

7.15 Date and time

Find this icon: ©
->Settings
->System
->Date and time

The time or time zone can be set automatically as provided on the network or manually set;

the time zone, and time and date display format can be selected.

43apm @ 1 @ < - WG ATEL [

& Dateand time

Use network-provided time @&
Use network-provided time .
zone

TIME FORMAT

Use locale default

Use 24-hour format
1:00 pm

Set NTP Server
2.android.pool.ntp.org

4 ® ]

Fig. 7-31 Date and time
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7.16 Barrier-free function

Find this icon: @

->Settings
->Barrier-free function
Here you can set gestures for zoom-in and high-contrast text, hang up the call by pressing

the Power key, set mono audio, color inversion, color calibration and touch and hold delay.

436pm @ T @ 2 - ‘S AEM [

& Accessibility

SCREEN READERS
DISPLAY

Dark theme

@ Magnification
Off

Colour correction
off

o Colour inversion
Off

Large mouse cursor

©

Remove animations

INTERACTION CONTROLS

Autoclick (dwell timing)
Off

4 ® |
Fig. 7-32 Barrier-free function

7.17 Developer options

Find this icon:

->Settings
->Developer options
Settings-->About phone-->Version; click the version multiple times to open the developer
options, and then you can get some other information on the device, which is common to

Android.
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437pm @ T M 2 - ‘W SCATEM [

& Developer options

:E-': Memory
Avg 2.2 GE of 6 GB memory used
Bug report

Desktop backup password
Desktop full backups arent currently
protected

Stay awake
Screen will never sleep while
charging

Enable B " HCl snoop log
Disabled

OEM unlocking
Allaw the bootloader to be
unlocked

Running services

<4 ® ]

B I Locx, S

Fig. 7-33 Developer options

7.18 About the phone

Find this icon:

->Settings
->About the phone

Details of the device:

438pm @ T @ 2 - M GATEML G 438pm @ T M £ - ‘MG ATEL [ 439pm @ T M 2 - 9SG ALTEM
< About phone <  About phone <  About phone
Model and hardware IMEI {(sim slot 2)
@ Model: CRUISEZ 5G 868186050022472
Owner IMEI {(sim slot 1) Android versior
868186050022464 11
Device name
Rl IMEI {sirm slot 2) IP address
868186050022472 feB0:6831:87f-fee5:5e07

192.168.131.24

Phone number (sim slot 1) Gt A
+8613182917763 Android version

1 WLAN MAC address
To view, choose saved network
Phone number (sim slot 2)

Unkriosi IP address
fe80::6831.87ff.fee5:5e07 Device WLAN MAC address
Gz iR i 78:8e:33:27:86:5¢
Emergency information
Info and contacts for Owner WLAN MAC address . S
To view, choose saved network 78:8e:33:27:86:5h
Legal information
Device WLAN MAC address Uptime
SIM status (sim slot 1) T8 8eERT A6 5, 51:43
China Unicom
. . ddress Build number
SIM status (sim slot 2) 78:8:33:27:86:50 D740_V1.0.62
CHN-CT — China Telecom
R [ ] ] 4 ® L] < ® L]

Fig. 7-34 About the phone
1. In the SIM status information, you can view the current network, signal intensity, IMEI number,

etc. as shown in Fig. 7-39;
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2. Model: The model of the device is displayed;

3. Function number: The function number of the device is displayed;
4. Android version: Version of Android system ;

5. Baseband version: Version of the module;

6. Touch display firmware version: version of the touch display;

7. Serial number: The S/N of the device is displayed;

8. Core version: Core information of the device;

9. Version: Software version of the device.

444pm @ T 0 < - W56 AUTEL [

€  Model and hardware

Model
CRUISE2 56

Serial number
Febc0ab3

Hardware version
o010

Device ID
€5G210800068

User defined ID

Function Madel
2.0Q8-11-6/64-X3GC16/8

<4 L ] ]

Fig. 7-35 Model & hardware
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Chapter VIl Introduction of typical applications

8.1 Scanning tool

1. Find this icon |mI| ; open and enter this interface and press the Scan key to start scanning

properly.

445pm @ T (D < - WG ALTEM [

ﬂmﬂﬂ Scan tool H

Barcode Settings

Clear

4 & ]
Fig. 8-1 Main interface of the scanning tool
2. Select the [Barcode settings] option to display the barcode type setting interface and set

the barcode type as required;

449pm @ t M= -

ﬂ[[[lﬂ Scan tool

450pm @ t M= -

ﬂ[[[lﬂ Scan tool

Scan Barcode Settings Scan Barcode Settings

) " i = il =

2 Basic settings =) UPC/EAN

») Gode 128 |- UPG-A: On

> UPC/EAN |~ UPC-E: Off

> Code 39 [FUBC-Ei: O1F

») Code 93 AT o

= |~EAN-13:0n

> Code 11 |~ Transfer UPC-A Identifying Code: On
> Interleaved 2 of 5 |- Transfer UPC-E Identifying Code: On
> Codabar |-- EAN13 check send: On

= NEC2of 5 |- EANS check send: On

0 |- UPC-A prefixing: Do not add
> MSI |- UPC-E prefixing: Do not add
“») RSS |- UPCE Expanded: Off

= QR |- UPC-A 2 digit add on: Off

= = |~ UPC-A 5 digit add on; Off

2 Data Matrix |- UPC-E 2 digit add on: Off

») China Post |-- UPC-E 5 digit add on: Off
) Matrix 2 of 5 |~ EAN13 2 digit add on: Off
- Composite |- EAN13 5 digit add on: Off
= |- EANS 2 digit add on: Off

> PDF417

Fig. 8-2 Barcode setting
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3. Open the [Basic settings]; you can set the scanning backlight intensity, continuous light

mode, exposure and timeout time, etc.:

451pm @ 1t M= - 1M SCATEM B

ﬂ[[m n tool

Barcode Settings

¥ Basic settings

- lllumPowerLevel: Auto
- Exposure Level: Auto
- PickList Mode: Off

- GS1Ai Separator: Off
- Aim Prefix: close

- Low power delay time(0~120): 0
— Scan Time out(1~10): 3
Code 128
UPC/EAN

Code 39

Code 93

Code 11
Interleaved 2 of 5
Codabar

NEC 2 of 5

MSI

RSS

¥)l) T T T

v) (v) (v)

v) (v) (w) (v) (v)

Fig. 8-3 Basic settings

4. Open the [Application settings] option; you can set the basic scanning switch as shown in
Fig. 8-4:

(1) Scanning voice: When it is enabled, there will be a voice prompt when scanning;

(2) Vibration: When it is enabled, the scanning will be performed with vibration prompt;

(3) Barcode addition: When it is enabled, the barcodes can be continuously output;

(4) Automatic clearing: The previous barcode will be automatically cleared after the barcode
is scanned;

(5) Auto-run after power-on: When it is enabled, the scanning program will run
automatically when the device is turned on;

(6) Display barcode type: When it is enabled, the barcode type will be displayed when
scanning the barcode;

(7) Stop scanning upon release: When it is enabled, the scanning light will be off when the
scanning key is released, and when the scanning key is pressed, the scanning light will be on
continuously in the [scanning duration] and then go off;

(8) Scan in cycle: When it is enabled, the scan will be automatically and continuously
performed;

(9) Interval time: The interval time can be set by the user, which is the time from the
completion of scanning the barcode to the scanning of the next barcode;

(10) Restoring default barcode setting: You can restore the default settings of the barcode as
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shown in Fig. 8-5;

(11) Barcode suffix: You can add the barcode output suffix (numbers, letters, special
characters, etc.);

(12) Barcode prefix: You can add barcode output prefix (numbers, letters, special characters,
etc.);

(13) End character: You can select the end character of the barcode output, including Enter,
Tab, Space, None;

(14) Barcode sending method: You can select the method to send barcodes in the form of
focus entry, broadcast, simulated keyboard or clipboard (with simulated keyboard, an input
method with hard keyboard needs to be selected) as shown in Fig. 8-6;

(15) Developer options: Enter the password 888888, and you can modify the developer

options (not recommended) as shown in Fig. 8-7.

453pm @ T M= - tWSCALTEM [

ﬂ[[[m Sean tool
ver2.7.5

Scan Barcode Settings

Sound [ on |
Scan Led
Vibrate | OFF |
Append

Auto Clear | OFF |
Booted start
Show Type

Filter invisible Char
Convert invisible Char

Filter pre/suffix blank

4 ® ]
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453pm @ T M= - tWSCALTEM [

ﬂ[[[m Sean tool

Barcode Settings

Open Scan Statistics

Barcode float

Loop Scan Interval Setup
Replace String Items Setup
Suffix Modify
Prefix Modify
Barcode truncation Setup
Restore Setup
End Char ENTER >
Charset AutoDetect >
Advanced trigger mode Manual mode >

454pm @ t M= - W SCALTEM [

ﬂ[[[m Sean tool

Barcode Settings

Prefix Modify
Barcode truncation Setup
Restore Setup
End Char ENTER >
Charset AutoDetect >
Advanced trigger mode Manual mode >

( Focus

@ Broadcast
EmuKey

_i Clipboard

Developer

Fig. 8-4 Application settings

34



Seuic =4

456pm @ T [ == - T SCALUTEM (i

Prompt

Determined to restore the factory?

Fig. 8-5 Restoring default barcode settings

456pm @ T [ == - T SCALUTEM (i

458pm @ 1 [ == - T SCMUTEM ()

Developer

Broadcast

Broadcast name

com.android.server.scannerservice.broad
cast

Key name

‘ ) scannerdata
Please input password )

Action on start scan

com.scan.onStartScan

Action on stop scan

com.scan.onEndScan
Cancel

Default broadcast add enter
event after barcode [ o |

Default Save

*Quote:The system control EditText will not receive the
barcode by change the default action name or key

Fig. 8-6 Developer options

5. Hide or exit program

(1) Select the [Hide] option, and the program will run in the background; you can scan by

pressing the scanned document in any editing interface;

(2) Select the [Exit] option, and the program will be exited and closed.

35



Seuic =4

459pm @ T [ = - W SCALTEM [

ﬂ]]]]ﬂ tool E

Profiles
A

Barc
dvanced

User Mode
N Hide

@ Exit

Clear

| ® ]

Fig. 8-7 Hide and exit

8.2 System upgrade
This application is to facilitate customers to realize remote upgrades.

1. Find thisicon "= and enter [System Upgrade]as shown in the figure below:

548PM @ D » = 956 QAT

Updater

CHECK FOR UPDATES

Fig. 8-8 System upgrade
2. When the network is connected properly, click the Check for update key. If there is no
update, it will prompt that the current version is the latest version; if there is an update, it will

prompt that a new version is found. Click to enter the download interface as shown in the figure.
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11:24am @ O == w 1127AM QI = = M| ECAUTEL )

o

Updater Updater e

DOWNLOAD CANCEL CANCEL

4 = =

Fig. 8-9 Checking and downloading for update
3. Click the Download key; after the download is successfully completed, click the Update

now key, and the device will be automatically restarted in upgrade state as shown in the figure:

1M25am @ @ = - GALTEM

Updater

14.10/14.10(MB)

INSTALL NOW INSTALL LATER

<4 ) [ |

Fig. 8-10 Update now
When the power is less than 30%, the following prompt will appear and the upgrade

cannot be performed.
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10:50AM @ [ » =

Fig. 8-11 Low battery power

4. The system upgrade can be set as shown in the figure:

549PM @ D » = +90 56 ALTEA

£ Updater

eed update and

Local upgrade

Fig. 8-12 System upgrade

Description of system upgrade

To upgrade the firmware and system of the terminal with unauthorized third-party software may

pose security risks such as the inoperability of the terminal, disclosure of your personal

information. It is recommended that you use online upgrade or download the software from the

official website that is compatible with the terminal to upgrade. After the terminal is upgraded,

all your personal information may be deleted. Please back up your personal information before

upgrading.
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8.3 Mobile Butler

To set permissions required for the customers for hand-held Android terminals, the users are

not allowed to use non-designated applications.

1. Find this icon , Settings—Apps and Notifications—Default apps. Tap the

homepage app to enter the settings homepage; select homepage apps->select Mobile

Butler, and press the home key to exit and go to the Mobile Butler launcher interface

Mobile Butler

Fig. 8-13 Default launcher
2. The administrator can set and change the passwords
(1) In the Mobile Butler interface, press the three (Menu) keys in the lower right corner to

add desktop options.

Stipm @ 1 M= -

Mobile Butler

Fig. 8-14 Interface without password
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As shown in the figure above, the administrator password has not been set, and it needs to
be set first. Click the [OK] key to redirect the password modification interface as shown in the

figure below:

S511pm @ T @ == -

Change Password

Change password
Confirm password

4 ® ]

Fig. 8-15 Initial password setting
Set the initial password of the administrator as required, such as 123456; click the OK key, and
the password is set successfully. Note: It cannot be left blank and the contents of the updated
password field and the confirm password field must be consistent.

(2) Press the three (Menu) keys in the lower right corner again as shown in the figure below:

512pm @ T M= - 90 56 ALTEA

Password confirmation for add
project

Enter th

Confirm Cancel

Fig. 8-16 Password input interface
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Enter the corresponding administrator password (123456). You can pass the authentication

and the interface as shown in the figure below will be displayed:
513pm @ * M= - W SCALTEM

€ Back Set

Run

Mhanea

Choose

System Application

ome

s  Contacts

@ Clock

) -
Ga Gallery

User Application

@ NetEas:

BookMark

Confirm Cancel

Fig. 8-17 Adding application interface
Select the application to be added to the [Desktop] and click the [OK] key to complete the
addition; select an application [Autorun],and the application will be automatically launched when

the device is restarted (Note: The only one auto-run application upon power on is currently

available) as shown in the figure below:
518pm @ 1 [0 = - W SGAUTE A §

Mobile Butler

= € A ©

Fig. 8-18 Main interface
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(3) Modification of administrator password
To add an application interface, click [Settings] in the upper right corner to enter the setting

interface and click [Modify password] to display the password modification interface:

521pm @ t M= - B EVEPT

Change Password
Wallpaper modification

‘_ Change Password ]

Initial password

‘ Password protection settings | Change password

"' Mobile butler does not start up at]
L ottime

Fig. 8-19 Modifying password
(4) Modification of administrator name
Enter the [Settings] interface and click [Mobile Butler] to modify the name of "Mobile

Butler".

522pm @ t M= - 56 ALTEM
< set

Wallpaper modification

Change Password ‘

| Password protection settings ‘

Suicidal Suicide | Suicides &

1 a 5 3

qwgegrtyujiop

°

a s df g h j k I
4 z x cvbnm@&

723 4

Fig. 8-20 Modification of name
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(5) Replacement of wallpaper
Enter the [Settings] interface, and click [Modify wallpaper]; the interface will be displayed as

shown in the figure below:

523pm @ T M= - MG AEM B

Choose wallpaper from

=

Wallpapers Gallery

Fig. 8-21 Modification of wallpaper
(6) Clearing default launcher settings
Option 1: Enter [Settings] ----> [Applications] ----> Select [Reset application preferences], and

click [Reset Application] to clear the settings.

524pm @ T [0 == - W SCALTEL 524pm @ T [ == - «¥ 56 ALTE4 525pm @ T M= - W 5C.MITEd
< Appinfo @ & Appinfo  Showsystem
& Android Keyboard (AOSP) & Android Keyl (Reset app preferences
135kB 135 kB
App Store App Store
ﬁ 17.69 M8 a 17.69 MB
Reset app preferences?
= Calculator B Calculator S .
H= 0B HH o This will reset all preferences for:
-Disabled apps
«=  Calendar «=  Calendar + Disabled app no_nﬁcauons _
"=  319kB = gioks - Default applications for actions
-Background data restrictions for
apps
B Certificate Whitelist B Certificate Whitelist - Any permission restrictions
= 29.70 kB = 29.70 kB B
You will not lose any app dptd
() Chrome ¢ Chrome CGANCEL [RESET APPS
7.15MB 7.15MB /]
Clock Clock
57.34kB 5734 kB
Contacts Contacts
0B 0B
4 ® B 4 ® |

Fig. 8-22 Clearing the default launcher settings 1
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Option 2: In the Mobile Butler setting interface, modify the [Autorun Mobile Butler upon

power on] to [Mobile Butler not run automatically] as shown in the figure below:

s527pm @ T Ma= -+ W SGALTEL s26pm @ T Moo= -+ W SGALTEL
< Set

Seuic
Version:2.
Wallpaper modification Wallpaper modification

‘l Change Password | ‘ Change Password |

‘ Password protection settings | ‘ Password protection settings |

e ———
ttime

ile butler starts up at boot tipi| ‘ Mobile butler does not start up at I
{ e boot time:

Fig. 8-23 Clearing the default launcher settings 2

Note: The option 2 is recommended.Other application settings will be reset in option 1.
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8.4 Quick configuration

This application is provided to quickly copy the configuration information of one device to
another device of the same type, so that the related configurations of both devices are identical.

The configuration import cannot be implemented between devices of different types.

Find this icon and enter the quick configuration interface;

Once Configure

Import File

Import QR

Export File

Export QR

Click the QR
icon displayed to

Fig. 8-24 Main interface of quick configuration
8.4.1 Import
1. File import
Put the eligible zipped configuration packages in the specified directory of the external SD

card, and the path of the external SD card is external SD card/SysSetting/Setinfo.tar.gz.
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(1) Manual import:
1) Put the zipped configuration package (with file name of Setinfo.tar.gz) in the external SD

card/SysSetting directory as shown in the figure:
9227 @ &
[?) 6889-17B5 » SysSetting >

l!] Setinfo.targz
i 2021/5/25 FH927 -w-rw—

162.08 kB

O

Fig. 8-25 Directory of zipped configuration package

2) Enter the quick configuration interface, and click [File import]; the prompt below will pop

up, and click the [OK] key;

Caution
Avre you sure you want to dofimport
Filelprocessing?

CANCEL  CONFIRM

Fig. 8-26 File import
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3) After the file is successfully imported, the item and status of the file imported will pop up.
After clicking the OK key, a restart prompt will pop up. Click the [Restart now] key to complete

import (Some configurations will not take effect immediately if you do not restart the device).

a31PM QM @ &31pM G &

Import File

Project Status

Nfc Service

Phone and Messaging
Storage

Custom

Configuration import completed,
please restart!

Certificate Whitelist J Caution
FeatureSettings \,./
Mobile Butler v

Scan tool

Once Configure \/’

CONFIRM

Fig. 8-27 Successfully imported file configuration
2. QR code import
This function can be used to import external configuration files by scanning the QR code,
and you can call the camera to scan other external QR codes to import the configuration file.
(1) Enter the quick configuration interface, and click the [Import via QR code]; put the QR

code to be imported into the scanning box as shown in the figure below:

Fig. 8-28 Import via QR code
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(2) After the code is scanned and the file is imported successfully, the item and status
imported via QR code will pop up. After clicking the OK key, a restart prompt will pop up. Click the
[Restart now] key to complete import (Some configurations will not take effect immediately if you

do not restart the device).

6:35PM @ [ » == - GAUTEM @i
Import QR
Project Status

Nfc Service v

Phone and Messaging R

Storage

Custom \/

Certificate Whitelist va Caution

Configuration import completed,

FeatureSettings \,/ please restart!

Mobile Butler v NOW  LATER
Scan tool \, /7

Once Configure \/4

CONFIRM

Fig. 8-29 Successfully imported via QR code
8.4.2 Export
1. File export
This function is provided to export all the configurations of the device in the configuration
import and export tool to the specified directory of the device's built-in SD card or external SD
card. The name of the exported file is Setinfo.tar.gz.
The path of the export file is: a) External SD card/SysSetting/
b) Built-in SD card/SysSetting/
When the device is equipped with an external SD card, the file is exported to the external SD
card first.
(1) Enter the quick configuration interface, click the [File export] key; the interface below will
pop up to indicate that the file is successfully exported; when there is a configuration file in the
external SD card, there will be a prompt that the file exported again will overwrite the original

one:
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6:38PM @ [ » = * 56.ALTE A 5:36PM @ D » = - Y GAUEM 6:38PM @ [ » = CAUEL
Export File
Project Status
Nfc Service \0/
Phone and Messaging
Storage V/
Custom \/
) Caution . i
Caution . Certificate Whitelist \/
External storage in the presence y
Are you sure you want to do[Export of the configuration file, continue ;
File]processing? to export will cover the original file, FeatureSettings v
whether te continue?
CANCEL  CONFIRM i
CANCEL CONFIRM Mobile Butler \"/
Scan tool \,/
Once Configure \/

CONFIRM

Fig. 8-30 File export
(2) The exported file name is Setinfo.tar.gz; you can view it in [File Management] ---->

[Phone Memory] OR [External Memory Card] ----> [SysSetting]:

m68% TF2:36 m67% TF2:44

ﬂ[ 36EF-50FD » SysSetting > » SysSetting >

e
B

2018/3/15 F4F2:43 -wrw—  147,00k8

v

Fig. 8-31 File export path
2. Export via QR code
A QR code can be generated for export via QR code; scan the QR code to connect to the
channel and transmit configuration files.
(1) Enter the quick configuration interface, and click the [Export via QR code] key; the

interface below pops up to indicate that the file is successfully exported; click the OK key:
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639PM @ [ » = + o6 ALTE A 5:39PM @ D » = ‘SCATEM [
Export QR
Project Status
Nfc Service v 4
Phone and Messaging 7
Storage v
Custom \/
Caution Certificate Whitelist \~/
Are you sure you want to do[Expart
QR]processing? FeatureSettings \,/
CANCEL  CONFIRM Mobile Butler \‘/
Scan tool \4/
Once Configure Vi
CONFIRM

Fig. 8-32 Export via QR code
(2) The generated QR code image is at the bottom of the application; click the small QR code

icon to view it.

Fig. 8-33 QR code image

8.5 Featured settings
This application is used to quickly realize the special needs of customers, which is

convenient for customers to use this device quickly.
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640PM @ D » = * CATEM | 640PM @ D w0 = P SCATEM | 6:40PM @ D w0 = b 36.ALTEM
settings settings settings

Glove Mode Show scan suspension button Disable dropping datection

Prohibit drop-down status bar Disable dropping detection getDeviceld() return IMEI

" getDeviceld() return IMEI
Hide the soft keyboard Allow Files app install unknown
source apps

Custom function key settings Allow Files app install unknown
None SoUrce.apps You can enter the developer
4 option without password
Disable pass scan key code to
application You can enter the developer

m option without password Allow all app install unknown
source apps

Allaw all ann install ninknawn

I Exit ‘ I Exit ‘ I Exit ‘

Fig. 8-34 Featured settings
8.5.1 Touch display glove mode
Enable this function to support the operation of the touch display with gloves and the
sensitivity of the touch display is high at this time;
8.5.2 Disabling status pull-down
Enable
This feature takes effect immediately, and the menu cannot be pulled down.
Disable
This function takes effect immediately, and the menu can be pulled down properly
8.5.3 Disabling transfer of key value from scan key to applications
Enable
Some applications such as the Telnet program will transmit all the pressed key values the
server
Disable
In some cases, the disabled applications such as Telnet programs will transmit all the

pressed key values to the server
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8.5.4 Displaying scan Floating Action Key(FAB)
Disable
The scan FAB is not displayed at the bottom of the interface
Enable
The scan FAB is displayed at the bottom of any interface of the device; click it once, and the
scanning head emits light to scan the barcode properly
8.5.5 Disabling drop detection
Disable
If the device accidentally falls, the system will automatically detect and enter the display
sleep mode
Enable
If the device accidentally falls, the system will not shut down and sleep
8.6 Whitelist of digital certificates
This software is used to add the specified digital certificates to the whitelist. Applications
signed with the digital certificate in the whitelist are allowed to be installed directly without
opening the option "Unknown Source". The default password for the application is 4007770876.

641PM @ [ » = GALTEA + oG ALTE.d

Certificate White...t

[ Import Certificate From Apk w

Import Certificate From
Package Installed

Please input password!

[ Remove certificate J

* This software is used to import specified app
certificate into whitelist. If an apk is signed by
certificate in whitelist, it can be installed while system
setting *Unknown Source* is not checked

Fig. 8-35 Whitelist of digital certificates
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1. Import the certificate in the APK file
The application will search for all APK files in the internal storage device directory, and
display their file name and directory. The user can import the certificate in the selected APK file

into the system by clicking the [Import] key after selecting single or multiple items displayed.

6:36PM (D == w C BATEM B

Apk File List -

Q&& gpstestpluschs.apk

wangylyunyinle_111.apk

@ WifiDirect_signed.apk _—
'1; weixin_1560.apk

@ . com.baidu BaiduMap.apk o
ﬁ getDeviceld20200311.apk B
@

KeyMapping.apk

Import

Fig. 8-36 APK file import list
2. Import the certificate in the installed package
The application will display the name of the third-party APP installed in the system and its
package name. The user can click the [Import] key after selecting single or multiple items

displayed to import the certificate in the selected APK file into the system.

56 LTEM

Package Installed List B

WeChat

Import

| ® ]

Fig. 8-37 Name list of installed packages
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3. Deleting the certificate from the whitelist

The application will display the name of the certificate that has been added. Check single or
multiple items displayed and click the [Delete] key to delete the corresponding certificate from
the whitelist. The items displayed that are grayed out without a check box are the default

certificates and cannot be deleted.

Whitelist

seuicapp
seuicplatform
com.netease.cloudmusic
com.tencent.mm
com.tencent.qgmusic

com.tencent.mtt

Remove

Fig. 8-38 Types of signature whitelist
Precautions:
The added certificate will be named after the package name of the APP.
For certificates with the same content but different package names, only one record entry is

saved, and it is named after the first record saved.
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Chapter IX Troubleshooting

Fault

Cause

Solution

After pressing the Power
key, the CRUISE2 is not
turned on

The battery power is too low or
it is not charged

Charge the battery or replace
the battery

It is pressed in a short time

Press and hold it for 3 seconds

The battery is not loaded
correctly

Load the battery correctly

System is crashed

Perform soft reset

The rechargeable battery
can no longer be charged

The battery is faulty

Replace the battery

The battery temperature is too
high/low

Keep the battery in the
permitted temperature range

No voice heard

The volume set is too low or

muted

Adjust the volume

CRUISE2 is powered off
automatically

The CRUISE2 is in inactive mode

After a period of inactivity, the
mobile data terminal will be
shut down; You can set this
time period from 155 to
30Min, or never sleep.

The battery is out of power

Charge the battery or replace
the battery

CRUISE2 fails to decoded
when reading the barcode

The scanning tool program is not
started

Upload the scanning

application to CRUISE2.

It is in the barcode setting or
application setting interface

Set the scanning program to
the scanning interface, or hide

the scanning program

The barcode is not readable

Ensure that the barcode is free
of defects

The barcode decoding function is
not enabled

Enter the barcode setting and
enable the corresponding
decoding function

CRUISE2 is not compatible with
this barcode type

The distance between the
CRUISE2 and the barcode is not
suitable

Put the CRUISE2 in the correct

scanning range

Unable to connect to the AP

"Authentication error" is
displayed

The WLAN password is

incorrect
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Unable to take photos

"No storage device" is prompted

Exit the USB storage mode

"Camera failure" is prompted

Turn off the 2D; the camera
cannot be turned on when the

2D light is emitted

"Insufficient SD card space" is
prompted

Clear the memory or change
the storage location

Unable to access mobile

network

Mobile data is not enabled

Enter settings to enable
mobile network

The network mode is incorrectly
selected, and the SIM card is not
registered

Enter the settings and select
the correct network mode

SIM card out of service due to
arrears

Top up the SIM card in time
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Optional accessories

Please keep the original box and packaging materials for future repair or storage of the
device. The accessories listed below can improve your work efficiency, which can be bought as
appropriate.

@ 1 set of CRUISE2 5G series product
€ 1 piece of USB cable

@ 1 piece of adapter
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